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Research Facility

My facility considered a general research facility with a back outside area including a Wind Turbine. It does allow the public into the lobby with two public terminals and public wifi, however the rest of the facility itself needs to be secured other than authorized personal. For the public area special consideration will need to be considered to not allow the terminals or wifi to interact with other aspects of the network, and not allowing full access to the terminals themselves. Each personal should have an RFID badge with them that are used to access the secure areas with this in mind RFID skimming might be an attack vector that needs to be handled. Some of the risks to consider for this environment will be how to handle the outside area and keeping it secured physically. Due to the sensitive nature of the research other areas of consideration will be the device and user access along with implementing data loss prevention techniques. Likewise, the room housing the security and networking environment will need to be secured physically except for authorized employee access. Finally, because of the network needing internet access a DMZ should be considered for the sensitive servers and a forward-facing firewall for out of network traffic along with securing the network room itself, along with the ports. There are also several IoT devices such as fire monitors and LED lights that need to be secured properly.

I would generally want to start for securing this network with the physical side first. This building is a two building with an outside area. First thing would be to secure the outside area, where the wind turbine, power meter, and outside wifi, are connected. I would start with putting up a high physical fence with anticlimb collar, specifically a roller barrier placed at the top, and anticlimb paint which has been shown to stop attacks. For example a study published in 2020 by Sandia National Lab found that by applying the anticlimb paint was more effective than a barrier without it, with the subjects specifically stating that “the barrier was too slippery” ( Salazar) and that even with more people attempting to work together to climb over “…the coated barriers were much more difficult to defeat than the uncoated versions even with added help”( Salazar). Next would be to install the outside, power over ethernet, cameras to overlook the front entrance and wind turbine. These cameras would need to have motion recognition, and object detection especially near the wind turbine area. This would help not only detect a penetration and help deter attack, but also help in the recovery effort if something was to happen. This usage of smart tracking motion cameras has been used most recently and famously in the War in Ukraine where security camera footage helped piece together crimes committed against citizens in Bucha and identify the units responsible, specifically tracking their movements. (Al-hlou, et al). Because of the outside access point, I would need to turn off the SSID broadcast so that only the allowed devices can see the signal and it is not visible to the public, likewise I would need to lower the range so it does not leave the fenced area. The access point itself would need to use WPA2-Enterprise encryption, which complies with IEEE 802.11i standards. This would be one of the strongest modes of encryption available according to Chad Brooks an IT expert writing for business.com (Brooks). There would also be an RFID card reader located at the back entrance to the building with a mantrap to this outside area that would need to be physically secured, likewise the RFID and mantrap can be turned off and locked outside of operating hours. The power meter device would need to be physically encased in locked storage while still receiving the signal since it is wireless. For the wind turbine the power cables and data cables would need to be behind a physical lock and secured, along with the ladder for maintenance locked and secured correctly. For all the physical securing this is one of the most vital aspects even in the world of Cyber Security according to the New Jersey Office of Homeland Security which underlined the importance of this aspect stating.

“If an adversary has physical access to a space or network, all information systems and information are considered “fair game” and are vulnerable to compromise and theft. Systems and devices may be left behind and unattended outside the view of security cameras; screens may still be unlocked with access to files, network shares, and other resources; and sensitive or confidential data may still be open in plain view on the screen and can be captured, stolen, modified, and/or deleted.” (NJCCIC)

For the first-floor security I would need to make sure the reception area, and its devices, are only accessible through the employee door which has another RFID card reader to lock that door. Here, however, a mantrap would be implemented to only allow one authorized person through at a time while providing a screening area for the security team. Tim O’Leary describes how he installed mantraps to deal with a unique aspect for NATO facilities stating “One interesting project was setting up mantraps for strategic NATO facilities that were sealed from radio frequency (RF) waves. They were designed to be attack- and explosion-resistant and impervious to passing cryptographic RF snooping.” (O’Leary). This would allow my facility to monitor staff entering and exiting so that unauthorized personal will be unable to get passed the second set of door locks. For two public terminals along with the public wifi are on separate vlans compared to the rest of the network, however I would need to make sure to implement a captive portal, and client isolation so that someone cannot communicate with other clients on the wifi. This would help prevent lateral attacks from happening through the wifi and the spread of potential malware from this vector. For the public terminals specifically, they are meant to only allow users to view the research centers website, and videos. I would need to lock down the system access using Access Control List on these terminals, this would be done under a Role-based access for these terminals in the lobby. The importance of this feature will secure the terminals from interference and tampering and is widely used in the cyber security space and can even improve the network performance (7Security). For example, if someone tried to bypass the allowed areas it would give them a warning message that they do not have permission to access that part. I would need to make sure all the USB ports are turned off so that even if someone attaches an USB it does nothing. Physical locks are placed on the equipment itself to prevent theft and vandalism.

The lab itself contains a few company devices such as terminals and a printer. The terminals here have DLP policies on them along with employee authorized Role-Based access control. An example of how this would be used is it would give the Technician Bob only access to the areas on the terminals he is approved for, and only able to retrieve, look at, and touch data that fits within his allowed scope. This method has been proven to stop data leaks and other security issues, such as rapid elevation, using the principle of least privilege also known as Zero Trust. This policy was not used in the recent SolarWinds supply chain hack which allowed rapid unrestricted access once the network was breached. (Khare).

Inside the Lab employee area there is a separate server room where one of the terminals is dedicated to IT and houses the IDS monitoring software to watch the network and the traffic it contains for abnormalities. This terminal is located inside of the network room so that it is behind another RFID locked door secure from the other employees. The IDS system itself is one of the keystone aspects of protecting the entire network. Here also it monitors the DLP metrics that have been set up. Having this centralized collection area for network monitoring. For example, if another employee tries to extract a large amount of data at once that triggers the DLP anomaly alert it would log the event and allow a response from the security team. (7Security). On this terminal also would need to handle device logging, as all the authorized mac address devices are using the COPE method, which while could be more expensive it provides a higher security value to the facility. (Macpherson) Likewise housed in here are the network routers, switches, firewalls, and servers. These are all also physically locked behind closets along with a tripwire guarding the area. The firewall DMZ is configured to specifically guard the RADIUS/IOT server along with the database. The RADIUS server is used to verify that the badges have access to the specific areas which they are scanned. Ports on every device of this room are assigned port access security with only one mac addresses associated with the proper port. For example, if Carol scans a badge but does not have access to the IT area the RADIUS server will deny her access through the RFID lock. That way the port shuts down if someone connects an unauthorized device. For example, if Bob tries to plug in his laptop to the same ethernet cable to access the network it would disconnect this port and trigger an alert.

As far as the entire network it uses a firewall to access and process incoming and outgoing traffic towards and from the internet. Here is where NATTING takes place. Likewise, to secure the devices on the network further a centralized, such as Paessler PRTG Network Monitor, must be used. This will provide the proper SEIM which will help monitor and protect the full network. For example, if malware somehow infects one of the terminals the SEIM would trigger an alert and a playbook ran depending on the type of attack. This would provide the on-premises monitoring tool needed for the facility. (Brame) Access to the controls for the higher privileges will only be granted to the IT employees. The fire detectors and LED lights would need to be secured physically and in the correct places likewise, and a proper placement for the motion sensing light, with a anticlimb collar, inside the fenced in area to help deter intruders.

This is, of course, only a start of the security implementation. One of the key aspects that will also need to be completed would be proper security education and staff to monitor, guard, and respond to threats. Education itself for emerging threats and how to prevent them is key to every network and facility, especially one which involves industrial equipment such as the Wind Turbine. This would involve training sessions, audits, and staying up to ate on the threats. In fact according to mimecast a recent study showed that “human error (is) playing a part in so many security breaches – more than 90%...” (Mimecast). An example of this would include phishing simulation or having a pen-testing red team come in to test the network. With education in mind this is one of the most important aspects of securing the network.
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